
 
 
 
 

 

How to protect personal data on Facebook 

Third-party apps which are accessed through Facebook may have access to more of your 
personal data than you were aware of. This includes information such as your date of birth, 
email address, photos you’ve shared, your friends list and your Facebook likes. 

To take access away from these app developers or modify what they can see about you, 
follow the instructions below: 

 

Make sure you click on save when you have made your edits. 

Click on show all to ensure you don’t miss any apps from the list of those that may have 
access to your personal data. 



 
 
 
 

 

How to protect personal data on Facebook 

Once I delete the app, does that mean it no  
longer has my personal data? 

By deleting the app, you’re stopping any further access. However, it’s important to note 
that the app may still have information about you saved. You have the right to contact 
each developer and ask them to remove any existing information from the app’s servers. 
When modifying the settings for each app, this option will be provided. Since the 
introduction of the General Data Protection Regulation (GDPR) in May 2018, rules for how 
companies can treat your data have become stricter. The new EU regulation limits the 
amount of data companies can collect and sets higher standards for storage and safe-
keeping of information. 

 

 


